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Jamie Breeze



Agenda

Customer Resource Center

�Pcard Spending

�eMARS Do’s and Don’ts

�Reconciliation

�Paperwork

�Balancing

�Contacts

PNC Bank



Pcard Spending

2007 Total Spend $44,271,311

2008 Spend (Jan-Sept) $30,315,492



Savings/Benefits

�Easy way to pay for low dollar high volume 
purchases

�General Fund receives a rebate of 1.14% for 
all money spent with the card

�Commonwealth realizes interest earnings by 
delaying payment

�Commonwealth realizes reduced payment 
issuance cost by combining activity on a 
single payment to PNC each month



Increase Spending

�Higher Limit Cards within Policy

�Cardinal Office

�Copier Leases

�Utility Payments

�Gordon Food Service

� Agency should have internal controls in place 
to ensure spending is within Finance & 
Administration Policy



High Dollar Cards

�Request through Office of the Controller

�Used for designated purposes only

�Contracts

�Utilities

�Cardholder may have more than one card



PRCUA Do’s & Don'ts 

�DO – Enter all Cards on PRCUA prior to use

�DO – Copy from one of your existing Cardholders 
when adding new cards

�DON’T – Mark cards Inactive until all transactions 
have posted to a PRC2 document

�DON’T – Delete a record from this table

�If you DON’T follow these instructions and 
receive an e-mail on orphaned transactions, DO
COMPLETE immediately



PRC2 Do’s & Don'ts

� DO – Reconcile all transactions against receipts

� DO – Ensure all PRC2 documents are approved 
timely

� DON’T – Change Document Description

� DON’T – Change Scheduled Payment Date (even 
if the date has passed)

� DON’T – Delete a Commodity Line

� DON’T – Enter funding in Accounting Distribution

� DON’T – Delete or change the Check Description 
field on Accounting Lines. DO copy the Check 
Description for newly added accounting lines



Cycle Reconciliation

�DO – Reconcile Cycle Totals

�VIS File Extract

�Reconcile Company Billing Report within VIS 
against Pcard Monthly Settlement Report within 
infoAdvantage



Official Paperwork

� Authority Delegation Agreement
� Completed when a Program Administrator is 

changed (not Site Admin)

� COK Procurement Card Site Agreement
� Used to set up a new PCard Site

� PNC Agency Site Agreement
� Complete when Program Admin, Site Admin, 

Site Address, or Site Limits Change



Official Paperwork

� VIS Access
� Complete when approver changes or user id 

needs to be discarded

� Custodial Card Request
� To be completed when a custodial card is 

requested for your site

� Employee Usage Agreement
� All cardholders/custodians/contractors with 

access to a PCard (kept on file at site)



VIS Passwords

� If user is unable to access the VIS website 
due to inactivity or they have forgotten 
password.  Instruct them to e-mail 
Finance.CRCGroup@Ky.gov to request a 
password reset.

� We prefer the request come from the user 
not the administrator.

� Passwords will not be sent to anyone other 
than the user.



Who Noticed???

We supplied COK card numbers to what 
vendor that gives us 5% discount for using 
the PCard?

Who can answer…..anyone notice on their 
receipts?



Balanced?

PCard Professionals

Are always in Balance

If you are not balanced….You need to get busy
on reconciling! Contact Ramonda for help.

If you have been out of balance for longer than 
6 months you may be required to set up a 

meeting with Ramonda to go over how you are 
going to resolve the issue.



Who to Contact?

• Cardholder Resources 
– Lost or Stolen Card – PNC 

Immediately 1-800-685-4039
– Decline Information – PNC
– Dispute Inquiries – PNC
– VIS Password Resets – CRC

Finance.CRCGroup@ky.gov
If VIS users receive any errors trying to logon most (if not 

all) can be resolved by requesting a password reset.  
Please have the user request the password themselves 
(unless they do not have e-mail) please do not request 
it for them.



Who to Contact?

• Administrator Resources

Customer Resource Ctr

Phone 502-564-9641 Toll Free 1-877-
973-4357

Email Finance.CRCGroup@ky.gov
� VIS Site Issues

� PRC2 Errors or Questions

� Site Changes

� Any PCard Concerns



Who to Contact?

• Administrator Resources 
– PNC  Program Admin Hotline

Phone -1-877-824-5001 option 4 
Email - pcard@pncbank.com

� Dispute Information
� Decline Information
� Statement Requests
� Lost/Stolen Information
� Balance Inquiries



Commonwealth of Kentucky 
Agency User Group
October 28, 2008



Agenda

� General overview of the Market place

� Program statistics

� Best practices for Purchasing Card programs

� How a Commercial Credit card is authorized

� Credit card fraud overview

� Visa Information Management (VIM) review / 
updates

� VIM User ID  - Common reasons an ID is 
disabled



According to the 2007 Global Commercial 
Payment Cards survey, top priorities for 
organizations improving their Purchasing Card 
Programs are…

Source: Global Commercial Payment Cards, 2007

�86% want to reduce administrative costs for lines of business 

�62% want to ensure auditable procedures, controls, and fraud 
protection for internal and external processing

�55% want to increase timeliness, accuracy, and completeness of 
spend data captured for analysis

�48% want to increase volume of transactions and dollars through 
their program



Commonwealth of Kentucky 2006 and 
2007 Fiscal Year Spend
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�2006 Fiscal year spend - $43.5M

�2007 Fiscal year spend - $40M



Purchasing Card Best Practices 

� Strong and continuous management support of the Commercial Card 
program

� Conduct on going training and employee support

� Establish spending parameters and card controls; target vendors for 
Purchasing card program

� Reviewing purchase requisition traffic to identify employees that 
need cards

� Create cardholder polices and procedures, mandate and enforce use 
of the Purchasing cards for eligible purchases

� Commonwealth of Kentucky collaborates with PNC, the purchasing 
card issuer, on an ongoing basis

� Continue to review updates and enhancements for the Visa 
Information Management application 

� Develop specific and measurable goals and objectives and monitor
and evaluate program



Commonwealth of Kentucky 
Best Practices

� Sharing knowledge among agencies 

� Through discussions both during the conference, and afterwards

� Maximizing automation through technology  

� EMARS and Visa Information Management (VIM) applications

� Learning about recent upgrades and enhancements to applications

� Identifying common goals for the Commonwealth of Kentucky’s 
Purchasing Card program

� Cost savings

� Controls

� View spend reports for budgeting purpose

� Complete monthly reconciliation process by using reports provided 
from EMARS and VIM

� Additional approved vendors to begin paying with the Purchasing Card

� Utility vendors

� Cardinal Office Supplies

� Copiers Lease

� Gordon’s Food Service



How a Credit Card Transaction is Authorized



Transaction Flow Process for Commonwealth 
of Kentucky Purchasing Card Program 

Program Administrator 
reviews & reconcile EMARS 
report with cycle report from 

VIS

Cardholder 
reviews 

transactions; 
documents 

purpose and 
description

�
Batch created

& exported
based on cycle 

�

Buyer 
submits order 
and presents 

Pcard for 
payment

Supplier fills 
order and 
processes 
payment 

against Pcard

Transaction 
posts to PNC

Transactions 
processed
via Visa 
network

Transaction updated to VIM

Reconcile PNC 
cycle bill with 
EMARS cycle 

report based upon 
cycle end invoice  

Cycle end 
consolidated 

bill 

Manager 
reviews and 

approves



Credit Card Fraud

• What is credit card fraud?

- Credit card fraud is the unauthorized and deceptive 
use of a credit card or its account number for the 
procurement of goods or services

• Types of fraud:

Lost

Stolen

Mail Order/Telephone Order

Internet

Skimmed



How Does PNC Protect You?

• Monitor card activity and patterns that may indicate a 
deviation from normal cardholder spending patterns

• Track and Analyze Fraud Experiences

• Participate in Industry Fraud Focus Groups

• Attend Fraud Symposiums and Risk Seminars to learn 
about latest fraud trends and to share experiences in 
fraud detection and prevention

• Create new or adjust existing fraud detection strategies 
to reflect new fraud experience and trends



Enhanced Fraud Monitoring

• CAMS

– “Compromised Account Management System”

– VISA Fraud Control system

– Developed to notify issuers (ie. PNC Bank) when a 
situation involving stolen/recovered or compromised 
accounts occurs

– PNC reviews list and evaluates to determine severity 
level

• High-risk

– Potential for counterfeit cards to be created

– PNC notifies clients so cards can be reissued



What can you do ?

�Routinely check that all cards are in your possession

* active  vs. inactive cards

�Promptly report lost or stolen cards to PNC 

(1-800-685-4039) and your Program Administrator

�Carefully review monthly statements and promptly 
report unauthorized use

�Do not provide your card or account number to any one 
to make transactions on your behalf

�Do not respond to unsolicited e-mails or telephone calls 
requesting your card information



VISA Information Management 
(VIM)



Agenda:

•How to run a File Extract

•How to run a standard report

•Using Card Management



How to run a File Extract:
From the homepage click on Visa Information Source (VIS)



Choose Data Analysis and File Extract to run an Ad hoc File 
Extract.



Choose Templates Only and click Apply



Click the Edit icon next to the file extract template that 
you want to schedule and save.

It is recommended that you run either the Test 
Transaction Report or the Unallocated Transaction 
Report prior to running the Final Allocation Report.  
This will allow you to see any transactions that have 

not yet been allocated and approved.



Enter an Extract Name at the top of the “Define a File 
Extract” page.



Click the Schedule button at the bottom of the page.



Choose your Execution Frequency, Time, and Date Range.  
Click Save.



You’ll return to the File Extract menu.



Click Inbox and click on the download icon next to the File 
Extract that you’ve just Scheduled.

Note: It may take several minutes for the file 
extract to appear in you inbox.



Sample File Extract (the Excel Spreadsheet was wrapped 
to fit on the slide)

LAST NAME FIRST NAME ACCOUNT NUMBER SUPPLIER NAME MCC NAME TRANSACTION DATE POSTING DATE

MIAO CHANG 4199920000000015 COMPUTER NATION COMPUTERS/PERIPHERALS/SOFTWARE 09/04/2002 09/04/2002

MIAO CHANG 4199920000000015 BLACK ANGUS EATING PLACES/RESTAURANTS 09/03/2002 09/03/2002

MIAO CHANG 4199920000000015 DENNYS EATING PLACES/RESTAURANTS 09/01/2002 09/01/2002

BILLING AMOUNT DESCRIPTION PURPOSE ALLOCATION ALLOCATED BY

53.22 This is a sample Description. This is a sample Business Purpose. Demo, Kentucky

93.34 Dinner for Mr. Smith, Ms. Jones, and Mr. Thompson Attending Annual Conference Demo, Kentucky

327.78 Breakfast 50 Agency Coordinators attending training Demo, Kentucky

ALLOCATION APPROVED BY ALLOCATION INDICATOR

Approver, Kentucky ALLOCATED AND APPROVED

Approver, Kentucky REJECTED

PENDING



Standard VIS Reports

Within VIS, go to Data Analysis and select one of the report 
categories (Exception Reports, Program Administration, 
Spending Analysis) and select the report you would like to run.



Cost Allocation report: will show you the current allocation 
status of transactions



Select the card account (or leave on all), the date range, 
and the allocation status (or leave on all):

Then click one of the following:

View – to view the report on-line
Send – to send the report to your inbox to download it
Schedule – to schedule the report to run on a recurring basis



Viewing the report on-line:



Sending report to Inbox

•Name the report
•Select either PDF or Excel format
•Click button next to Inbox
•Check box if you would like to be notified via email when your
report is ready to be retrieved from your VIS inbox

•Click Save



Retrieving report from Inbox

Click on Inbox in the black bar.  Once the processing of the 
report is complete it will appear.  

Note: it may take several minutes for processing to complete.

Click on the download icon      to either open or save the report



Scheduling a Report

•Name the report

•Select an Execution     
Frequency

•Select an Execution Time

•Select to have the report 
scheduled to be sent to an 
email address or your VIS 
Inbox

•Click Save



Other Standard VIS Reports
that you may find useful

Company Billing – displays transaction information for your      
agencies billing account by completed billing periods only
• Summary – displays consolidated totals
• Detail – displays transaction data for all individual card    
accounts in your agency

Supplier Spending – displays spend with all or selected 
suppliers
• Summary - displays a summary of transactions sorted by 
supplier for the specified period.
•Detail - displays supplier-related transactions by supplier 
name then by individual cardholder account.  



Company Billing (Summary)



Company Billing (Detail)



Company Billing (Detail) cont.



Supplier Spending (Summary)



Supplier Spending (Detail)



Card Management
Click on Card Management from the Homepage



Card Management Main Menu.  Select Card Management.



Search for card by name or account number.  Click Go.



The Card Accounts Display.  



View Card Account



Close Card Account.



Request replacement Plastic



Edit Card Account

Account Information – General info on the account: 
Name, Address, Expiration Date, SSN, Spending Limit 

Account Authorization – More detailed restrictions: Daily 
Limit, Single Transaction Limit, MCC Restrictions



Editing Account Information
Click the refresh icon     to update view to real-time



Source changes to Real-Time and all fields populate.
The current day’s date will appear next to Last Updated (to 

the left of the refresh icon)



Scroll to the bottom of the page to change Spending Limit.



You can make Spending Limit change temporary by 
entering a Future Limit and Effective Date.  



Enter Comments.  Comments will appear on the Audit 
Report.  Click Done.



Confirmation Page appears.  Review and scroll to the 
bottom of the page.  You may want to print this page.



Click the Confirm button at the bottom of the page.



When you see Congratulations! the change has occurred.



Editing Account Authorization
Click the refresh icon     to update view to real-time



On this screen you can change the Single Purchase Limit, 
Daily Limit, etc.

•Make your update and click Next
•Then enter comments and click Done
•Then review Confirmation Page and click Confirm
•When you see the Congratulations message your change has occurred



Audit Report
Search by Date, Account, Query Type, Status, or User ID.



Audit report detail – red text at top of page includes the date 
the account was updated and the user ID that made the update



Audit report detail – the field that was updated will be populated 
with the update.  Comments that were entered when change was 

made to the account appear at bottom of page.



VIM – Common Reasons for a User ID to be disabled

• Every User must login at least once 
in a 35 day period otherwise the ID 
will become inactive and will require 
a password reset. Please note that 
the ‘inactive’ status will not 
disappear. However, after the 
password is reset, the user will be 
able to access the system.

• A user will be disabled if an 
incorrect password is entered 3 
times within a 15 minute time 
period. 

• Once CRC has changed the 
password for a user, the user must 
enter a new password which follows 
the password guidelines. It must be 
between 8-14 characters, contain at 
least one number and can not spell 
a name or something easily 
guessed.



VIM – Changing Passwords: Some Helpful Tips

• As mentioned, a password must be between 8-14 characters in 
length. Contain at least one numeric value and can not spell a 
common word or name. 

• Once CRC has created a temporary password for a disabled user, the 
user will be required to create a new permanent password. A 
password change is also required every 35 days. 

• The user must choose a new password that fits the criteria, otherwise 
the password will not be accepted. There is a message that will 
appear indicating the password was not accepted in red lettering
along with an OK button. It is common that users will not read the 
message and only click the OK button which takes them back to the 
login screen. 

• If a user is taken back to the login screen after changing a password, 
the new password was not accepted. They will need to use the old 
password and choose a new permanent password which fits the 
criteria. 

• If a user is successful in changing their password they will be taken 
on to the security questions in VIM. (They will need to pick and
answer new security questions for admin password resets, or answer 
an existing security question for a system prompted password 
change.)



Questions



Web Update



Need Help

Customer Resource Center

Finance.CRCGroup@ky.gov
502-564-9641 or toll-free 877-973-HELP

http://finance.ky.gov/internal/procards/


